
Removable Media Protection 

I. Introduction 
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data that could include sensitive data, and if inappropriately accessed or disclosed, could harm 

the reputation of the University. This policy outlines the expectations and requirements for the 

use and storage of University data on removable media. 

 

II. Policy Overview 

The University of Denver (University) must ensure adequate security of the information 

contained on removable media. All removable media containing University Data must be 

properly managed, protected, and securely disposed of to prevent unauthorized disclosure of 

sensitive information as required by IT 1.10.80 Information Security Policy.  

This policy applies to all faculty and staff, contractors, consultants, temporary employees, 

partners, and third parties that use or have access to University Assets. This policy applies to IT 
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